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1 Yonetmeligin hedefi

Mercedes-Benz Group, veri koruma haklarinin korunmasini sosyal Yonetmelik, Mercedes-Benz
sorumlulugunun bir parcasi olarak gormektedir. Group icin AB menseli kisisel
verilerin islenmesi igin tutarli
Avrupa Birligi gibi bazi llkelerde ve bdlgelerde, kanun koyucu dogal ve baglayici sirket kurallari
kisilere ait verilerin ("kisisel veriler") korunmasi igin standartlar olusturmaktadir ("Binding
belirlemistir. Corporate Rules - BCR").

Buna bu verilerin, sadece varis llkesinde alici tarafinda uygun bir veri
koruma seviyesi mevcut oldugunda baska tlkelere aktarilabilecegi
gerekliligi de dahildir.

Bu AB Veri Koruma Yonetmeligi, asagidakiler icin grup icerisinde tutarli

ve uygun veri koruma standartlarini belirlemektedir:

e (a) AB/ Avrupa Ekonomik Bolgesi (AEB) gibi bolgelerde (bundan sonra
tutarli olmasi agisindan "AB/ AEB" olarak adlandirilacaktir) kisisel
verilerin islenmesi ve

e (b) kisisel verilerin AB/AEB disindaki grup sirketlerine aktarilmasi
(verilerin ilgili Glkelerde islenmesi dahil).

Bu amag dogrultusunda bu yonetmelik, Mercedes-Benz Group icerisinde
AB/AEB'den gelen kisisel verilerin islenmesi icin baglayici kurallar
ongormektedir. Bunlar AB/AEB disindaki kisisel verilerin korunmasi icin
uygun garantiler ve Mercedes-Benz Group igin baglayici olan sirket
kurallari ("Binding Corporate Rules Controller - BCR-C") olusturmaktadir.

2 Uygulama alani

Bu AB veri koruma yénetmeligi Mercedes-Benz Group AG, Mercedes-
Benz Group AG tarafindan kontrol edilen grup sirketleri (bundan sonra
grup sirketleri olarak anilacaktir) ve gcalisanlari! ve yonetim organlarinin
dyeleriicin gecerlidir. Bu baglamda, “kontrol edilen” ifadesi, Mercedes-
Benz Group AG'nin dogrudan ya da dolayli olarak oy ¢okluguna sahip
olmasi, yonetimde ¢ogunluga sahip olmasi veya bir anlasma yoluyla bu
yonetmeligin benimsenmesini talep edebilecegi anlamina gelir.

Yonetmelik, kisisel verilerin tamamen veya kismen otomatiklestirilmis bir
sekilde islenmesi ve ayrica ulusal yasa gegerlilik alanini genisletmedigi
slrece veri sistemlerinde otomatiklestirilmemis isleme igin gecerlidir.
Almanya'da bu yonetmelik matbu haldeki tim calisan verileriicin de
gecerlidir.

! Bu yonetmelikte dili sadelestirmek amaciyla sadece eril hitap sekli kullanilacaktir.
icerik olarak her durumda tiim cinsel kimlikler kastedilmektedir.
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Yonetmelik kisisel verilerin islemesi igin gecerlidir: Yonetmelik su kapsamda

e (a) subeleri bu yonetmeligin genisletilebilecegi AB/AEB igerisinde kisisel verilerin islenmesi igin
veya baska bir Glkede bulunan grup sirketlerine ve bagl sirketlerine gecerlidir:
("AB/AEB'de bulunan sirketler") ait veriler, e AB/AEB merkezli sirketler

o (b) dogal kisilere ait mallari veya hizmetleri AB/AEB igerisinde e AB/AEB igin teklifleri olan
sunduklari ve/veya AB/AEB icerisindeki gercek kisilerin davranislarini dglncl ulke taraf sirketleri
denetledikleri sirece AB/AEB disinda subesi bulunan grup e AB/AEB'den veriler alan
sirketlerine ("AB/AEB igin teklifleri olan Ugtinci taraf llke sirketleri") Uclncu taraf ulke sirketleri.

ait veriler veya

e (c) kisisel verileri, a) veya b) uyarinca yonetmeligin gecerli oldugu
sirketlerden dogrudan veya dolayli olarak almis olan veya bunlara
ifsa eden AB/AEB disinda subeleri bulunan grup sirketlerine
("AB/AEB'den veriler alan tguncd taraf Ulke sirketleri") ait veriler.

Verilerin AB/AEB disinda islenmesi, bu yénetmeligin devaminda verilerin
bir Uglincu taraf Ulkede islenmesi olarak adlandirilmaktadir.

Uclincii taraf iilke sirketleri tarafindan isleme alinan veya bu islemlere
katilan grup sirketleri, Ek 3'te: "4B Veri Koruma Yonetmeligine bagl grup
sirketlerinin listesi”altinda bulunmaktadir.

Bu yonetmelik, AB/AEB disindaki tlkelere genisletilebilir. Tuzel kisilere
ait verilerin kisisel verilerle ayni sekilde korundugu dlkelerde bu
yonetmelik, tlizel kisilerin verileri icin gecerli oldugu sekilde gecerlidir.

3 Mercedes-Benz Group igerisinde yasal baglayicilik

Bu yonetmeligin diizenlemeleri, uygulama alaninda faaliyet gésteren tim
grup sirketler icin baglayici talimatlardir. Grup sirketleri ve ayrica
bunlarin yonetimi ve calisanlari bu nedenle gegerli AB talimatlari ve
ulusal veri koruma yasalarinin yani sira bu yénetmelige uyulmasindan
sorumludur.

Grup sirketleri, yasal gereksinimlere bagli olarak kendi baslarina bu
yonetmeligin kapsami disinda diizenlemeler yapma hakkina sahip
degildir.

4 Yasal gerekliliklerle iligkisi

Bu yonetmelik, AB dlzenlemelerinin ve ulusal yasalarin yerine gecmez.
Ulusal veri koruma yasalarini tamamlamaktadir. AB yasalari gibi ulusal
yasalarin kisisel veriler icin daha ylksek bir koruma diizeyi 6ngordigi
durumlarda, s6z konusu yasalar bu yénetmeligin hikiimlerinden Ustin
olacaktir. Bu yonetmeligin icerigi ilgili ulusal yasalar olmadiginda da
dikkate alinmalidir. Ugiincii taraf iilke programlarinin izlenmesi ve
raporlanmasi

16. bolumde acgiklanmaktadir.
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Bu yonetmelige uyulmasi ulusal yasalarin ihlal edilmesine neden
olacaksa veya ulusal yasalara gore bu yonetmelikle ilgili farkli
dizenlemeler gerekiyorsa bu, bu durum veri koruma yasasi takibi
kapsaminda veri koruma igin grup yetkilisine ve merkezi Compliance
organizasyonuna bildirilmelidir. Ulusal mevzuat ile bu yonetmelik
arasinda uyusmazliklar olmasi durumunda, veri korumaya yonelik grup
yetkilisi ve merkezi Compliance organizasyonu, bu yonetmeligin amacina
uygun olan pratik bir ¢ozim bulmak icin ilgili grup sirketi ile birlikte

calisacaktir.

5 Kisisel verilerin islenmesi ile ilgili genel temel kurallar

5.1 Yasallik

Kisisel veriler yasalara uygun ve iyi niyet cercevesinde toplanmali ve Kisisel verilerin herhangi bir
islenmelidir. Verilerin islenmesi yalnizca ilgili isleme icgin yeterli bir yasal sekilde islenmesi yeterli bir
dayanak oldugu sirece gercgeklestirilebilir. Bu, grup sirketleri arasindaki yasal dayanak gerektirir.

veri isleme icin de gecerlidir. Hem aktaran hem de alan sirketin
Mercedes-Benz Group'a ait olmasi gercegi tek basina veri islemeyi hakli
kilmaz.

Kisisel verilerin islemesine Madde 5.2 veya 5.3 altindaki onay
durumlarindan biri mevcut oldugunda izin verilir. Bu tiirde bir onay
durumu, kisisel verilerin islenmesine yonelik amacin asil amaca gore
degistiri durumlarda da gereklidir.

5.2 Miisteri ve partner verilerinin yasal dayanagi
5.2.1 Sozlesmesel bir iligki icin veri isleme

Ilgili kisinin, misterinin veya ortagin kisisel verileri bir sézlesmenin Misteri ve is ortagi verileri, bir

gerekcelendirilmesi, gerceklestirilmesi ve sonlandirilmasi icin islenebilir. sOzlesmenin

Bu, s6zlesme amaci dogrultusunda oldugu slirece misteri veya is ortagl gerekcelendirilmesi,

danismanligini da kapsamaktadir. gerceklestirilmesi ve
sonlandirilmasi igin ve

Bir s6zlesmenin on sartlarinda tekliflerin hazirlanmasi, satis sozlesme hazirligl kapsaminda

basvurularinin hazirlanmasi ya da ilgili kisinin s6zlesmenin yirdrlige islenebilir.

girdikten sonraki isteklerinin karsilanmasi amaciyla kisisel bilgilerin
kullanilmasina izin verilir. S6zlesmenin hazirlanmasi asamasinda ilgili
kisilerle ilettikleri bilgiler ile ilgili olarak iletisime gecilir. Bununla birlikte
ilgili kisiler tarafindan belirtilen sinirlandirmalara uyulmalidir.
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5.2.2 Reklam amagli veri isleme

Ilgili kisibir grup sirketine bilgi talebi icin basvurdugunda (8rn. bir Griin
ile ilgili bilgi materyali gonderilmesi talebi), bu talebi karsilamak amaciyla
verilerin islenmesine izin verilir. Misteri baglama ve reklam uygulamalari
baska yasal on kosullar gerektirir. Kisisel bilgilerin reklam veya pazar ve
duslnce arastirma amaciyla kullanimina, verilerin esas toplanma amaci
bu amaci da icerdigi siirece izin verilir. Ilgili kisi 5nceden verilerinin
reklam amacli islenmesi hakkinda bilgilendirilmelidir. Veriler sadece
reklam amacli toplandig| stirece ilgili kisi verilerini istege bagli olarak
verebilir. Ilgili kisi verilerin bu amacla goniilliiliik esasina gore verildigi
konusunda bilgilendirilmelidir. Iletisim kapsaminda ilgili kisinin onayi
alinmalidir.

Ilgili kisi onay cercevesinde elektronik bildirimler ve telefon gibi mevcut
iletisim kanallari arasindan secim yapabilir (onay icin bkz. Madde 5.2.3).
ilgili kisi verilerinin reklam amacli kullanimina izin vermediginde, verilerin
bu amagla kullanimina ve degerlendirilmesine izin verilmez ve bu amag
icin kisitlanmalidir veya engellenmelidir. Ayrica bazi ulkelerdeki verilerin
reklam amacli kullanimi konusundaki mevcut sinirlandirmalara dikkat
edilmelidir.

5.2.3 Veriigleme igin muvafakat

Veri isleme ilgili kisinin istegi sonucunda gercgeklesebilir. Bu talepten
once ilgili kisi bu AB Veri Koruma Ydénetmeligine gore bilgilendirilmelidir.
Kanit teskil etmesi amaciyla dizenli olarak yazili ya da elektronik olarak
onay beyani alinmalidir. Ornegin telefonla danisma gibi bazi durumlarda
talep sozlii olarak da iletilebilir. iletimleri ise belgelenmelidir.

5.2.4 Yasal izinler veya zorunluluk sebebiyle veri isleme

Kisisel bilgiler, ancak ulusal yasalar veri islemlerini talep ediyorsa,
gerektiriyorsa ya da bu islemlere izin veriyorsa islenebilir. Veri islemenin
tUr ve kapsami yasal olarak izin verilen veri isleme icin gerekli olmali ve
bu yasalara uygun yapilmalidir.

5.2.5 Mesru menfaatler sebebiyle veri isleme

Kisisel veriler, ilgili bir kisinin hakkinin aranmasi icin gerekli oldugunda
da isleme tabi tutulabilir. Ilgili kisilerin haklari genellikle yasal (6rn. agik
gerekliliklerin ylrdrlige alinmasi) ya da ekonomiktir (6rn. sézlesme
ihlallerinden kaginma). Munferit durumlarda ilgili kisinin verilerinin
korunmasina yonelik haklari, verilerin islenmesindeki mesru menfaatleri
kisitladiginda bir mesru menfaat sebebiyle veri isleme
gerceklestirilemez. Korunmasi gereken menfaatler her isleme icin
kontrol edilmelidir.

Musteri ve is ortagl verilerinin
sadece reklam amagli
toplanmasi durumunda veri
islemenin dncesinde ilgili
kisinin onay gereklidir.

Misteri ve is ortagi verilerinin
islenmesine ulusal yasal
talimatlara uyulmasi icin izin
verilir.

Musteri ve is ortagi verilerinin
bir mesru menfaat
dogrultusunda islenmesine,
ilgili kisinin korumasi gereken
menfaatleri kisitlanmadigi
slrece izin verilir.
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5.3 Calisan verileri icin yasal dayanak
5.3.1 Isiliskileriile ilgili verilerin islenmesi

s iliskisinin gerekcelendirilmesi, gerceklestirilmesi ve sonlandirilmasi
icin gerekli olan kisisel veriler islenebilir. Bir is iliskisinin gerekgesi ile
ilgili karar igin is basvurusunda bulunan kisilerin kisisel verileri
islenebilir. Reddedildikten sonra adaya ait bilgiler, aday daha sonraki bir
segim asamasi icin verilerin kaydedilmesi talebinde bulunmadig siirece
durumun ispat edilmesini gerektirebilecek zaman asimi sureleri goz
onunde bulundurularak silinir. Verilerin daha sonraki basvuru
islemlerinde ya da diger sirketlere basvuru amaciyla aktarilmasindan
once de onay gereklidir. Mevcut bir is iliskisi durumunda verilerin
islenmesi, daha sonraki onay sebeplerinden biri veri isleme ile cakisma
yaratmadigi slirece her zaman is iliskisi ile ilgili olmalidir.

is iliskisi hazirligi sirasinda veya mevcut bir is iliskisi durumunda tciinci
tarafta is basvurusu yapan kisi hakkinda daha fazla bilgi toplanmasi
gerektigi durumda ilgili ulusal yasal gereksinimler dikkate alinmalidir.
Slpheli durumlarda izin verildigi strece ilgili kisinin onayi alinmalidir.

s iliskisi baglaminda olan ancak aslinda is iliskisinin gerekcelendirilmesi
veya sonlandirilmasi icin kullanilmayan (calisan verileri) kisisel verilerin
islemesi icin asagida belirtilen yasal dayanaklardan biri mevcut olmalidir.

5.3.2 Yasal izinler veya zorunluluk sebebiyle veri isleme

Calisan verileri, ancak ulusal yasalar verilerin islenmesini talep ediyorsa,
gerektiriyorsa ya da bu islemlere izin veriyorsa islenebilir. Veri islemenin
tlr ve kapsami yasal olarak izin verilen veri isleme icin gerekli olmali ve
bu yasalara uygun yapilmalidir. Hukuki bir mutabakat araligi olmasi
durumunda calisanin korunmasi gereken haklari goz 6niinde
bulundurulmalidir.

5.3.3 Verilerin islenmesi icin toplu anlasma

Bir veri isleme, sozlesme imzalandiktan sonra amacinin otesine
geciyorsa, bu duruma ancak verilerin islenmesi bir toplu anlasma
tarafindan mesrulastirildiginda izin verilir. Kurallar arzu edilen veri isleme
isleminin somut amacina hizmet etmelidir ve AB talimatlari ve ulusal
yasalar gercevesinde modellenebilir.

5.3.4 Veriigleme icin muvafakat

Calisan verilerinin islenmesi ilgili kisinin onayi dogrultusunda
gerceklesebilir. Onay beyannameleri serbest bicimde verilebilmelidir.
Onay verilmemesi calisan igin dezavantajlara neden olmamalidir. Gonalli
olarak verilmeyen onaylarin bir gecerliligi yoktur. Kanit teskil etmesi
amaciyla duzenli olarak yazili ya da elektronik olarak onay beyani
alinmalidir. Kosullar buna miisaade etmedigi durumlarda onay sozli
olarak verilebilir.

Onayin verilmesi her durumda kurallara uygun bir sekilde

Calisan verileri is iliskisinin
gerekcelendirilmesi,
gerceklestirilmesi ve
sonlandirilmasi igin ve is
basvurusu kapsaminda
islenebilir.

Calisan verileri, bir toplu
anlasma ile izin verildigi stirece
islenebilir.
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belgelenmelidir. Bu talepten once ilgili kisi bu AB Veri Koruma
Yonetmeligine gore bilgilendirilmelidir.
5.3.5 Mesru menfaatler sebebiyle veri isleme

Calisan verileri, grup sirketinin haklarinin aranmasi igin gerekli
oldugunda da islenebilir. Calisan kisilerin haklari genellikle yasal (6rn.
tazminat 6demesi ya da yasal haklarin korunmasi) ya da ekonomiktir
(6rn. ticari islemlerin hizlandiriimasi, sirketin degerlendirilmesi).
Korunmasi gereken menfaatlerin mevcut olup olmadigi her veri isleme
oncesinde kontrol edilmelidir.

Kisisel verilerin mesru bir menfaat temelinde islenmesi, calisanin
korunmasi gereken menfaatleri, verilerin islenmesindeki menfaatten agir
basmiyorsa gercgeklestirilebilir.

Is iliskisinin gerceklestirilmesi disinda (6rn. performans kontroli)
calisanlara ait verilerin islenmesini gerektiren kontrol 6nlemleri yalnizca
yasal bir zorunluluk bulundugunda ya da aclk bir sebep bulundugunda
alinmalidir. Hakli bir sebep olsa dahi kontrol dnleminin olculd olup
olmadigi kontrol edilmelidir. Bu amagla, grup sirketinin kontrol énleminin
uygulanmasindaki mesru menfaatleri (orn. yasal dizenlemelere ve sirket
ici kurallara uygunluk), onlemi hari¢ tutmada etkilenen galisanin
muhtemel mesru menfaatine karsi tartilmalidir. Onlemler ancak somut
durumlarda uygunsa uygulanabilir. Grup sirketinin bu hakki ve galisanin
korunmasi gereken hakki, her dnlemden 6nce belirlenmeli ve
belgelenmelidir. Ayrica gerektiginde gecerli hukukun diger gereksinimleri
(orn. isci temsilciliginin yasal katilim hakki ve ilgili kisinin bilgi alma
hakki) g6z 6nidnde bulundurulmalidir.

5.4  Ozellikle korunmasi gereken verilerin islenmesi

Ozellikle korunmasi gereken kisisel verilerin islemesi yasal olarak 6n
goruldigu veya izin verildigi stirece gerceklestirilebilir. Bu tarz verilerin
grup sirketi tarafindan islenmesine ozellikle ilgili kisi islemeye onay
verdiginde, ilgili kisiye karsi yasal haklari kullanabilmek, uygulamak veya
savunmak icin isleme zorunlu oldugunda veya is hukuku veya sosyal
hukuk kapsaminda haklara ve yuktumluliklere uymak icin izin verilebilir.

Cezai hukimlere ve suglara iliskin olarak kisisel verilerin islenmesi,
yalnizca ilgili isleme icin yasal bir dayanak bulunmasi ve AB hukuku veya
grup sirketi igin gecerli yasal duzenlemelerin bu isleme izin vermesi
halinde yurutdlebilir.

Ozellikle korunmasi gereken kisisel verilerin islenmesi planlaniyorsa,
onceden veri koruma icin grup yetkilisi bilgilendirilmelidir.

Calisan verilerinin bir mesru
menfaat dogrultusunda
islenmesine, ilgili kisinin
korunmasi gereken menfaatleri
kisitlanmadigi sirece izin
verilir.

Ozellikle korunmasi gereken
verilerin islenmesi, yasal izin
veya ilgili kisinin agik onayini
gerektirir.
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5.5 Otomatiklestirilmis miinferit durum kararlar (varsa Profiling
dabhil)

Ilgili kisi, ancak sdzlesmenin tamamlanmasi veya gerceklestirilmesi igin
gerekli olmasi veya ilgili kisinin onayi olmasi durumunda, kendisi
uzerinde yasal veya benzer olumsuz etkileri olan minhasiran otomatik
bir karara tabi tutulabilir. Mlnferit durumlarda bu otomatiklestirilmis
karar, Profiling, yani bireysel kisilik 6zelliklerinin (6rn. kredi itibar)
degerlendirildigi kisisel verilerin islenmesi ile birlestirilebilir. Bu
durumda, ilgili kisi, otomatiklestirilmis bir minferit kararin durumu ve
sonucu hakkinda bilgilendirilmeli ve sorumlu bir kisi tarafindan bireysel
bir kontrol mumkdn olmalidir.

5.6  Bilgi verme yiikiimliliigii/seffaflik

Sorumlu uzman bolum, ilgili kisileri, DSGVO Madde 13 ve 14 uyarinca
kisisel verilerinin islenmesine iliskin amaclar ve kosullar hakkinda
bilgilendirmelidir. Bilgilendirme net, seffaf, anlasilir ve kolay erisilebilir
bir sekilde ve sade ve kolay bir dil ile gerceklestirilmelidir. Veri koruma
icin grup yetkilisi ve Data Compliance'in talimatlari dikkate alinmalidir.
Bu bilgi genel olarak kisisel verilerin ilk toplandigi sirada saglanmalidir.
Grup sirketi kisisel verileri t¢tinci bir kisiden aldigi slirece bilgiyi, veriler
talep edildikten sonra ilgili kisiye uygun bir zaman igerisinde
saglamalidir. Ancak bu, asagidaki durumlarda gecerli degildir:

o ilgili kisi halihazirda bu bilgilere sahipse

e bu bilgilerin verilmesi mimkiin olmadiginda veya

e asiri bir ugras gerektirmesi durumunda.

5.7 Amaca uygunluk

Kisisel veriler, yalnizca verilerin toplanmasindan 6nce tanimlanan mesru
amag icin islenebilir. Isleme amacinda sonraki degisikliklere, yalnizca
islemenin kisisel verilerin ilk toplandigi amaglarla uyumlu olmasi
kosuluyla izin verilir.

5.8 Verilerin minimizasyonu

Kisisel verilerin herhangi bir sekilde islenmesi, verilerin yasal olarak
islendigi amaclara ulasmak icin gerekli olanla hem nicel hem de nitel
olarak sinirlandirilacak sekilde tasarlanmalidir. Bu, veri toplama
kapsaminda da dikkate alinmalidir. Amag izin verdigi ve ugras izlenen
hedefle orantili oldugu sirece, anonimlestirilmis veya istatistiksel veriler
kullanitmalidir.

5.9  Verilerin dogrulugu

Kaydedilen kisisel veriler konu bakimindan dogru ve gerekirse en glincel
durumda olmalidir. Sorumlu uzman bolum, yanlis veya eksik verilerin

Otomatiklestirilmis munferit
durum kararlari ve Profiling,
yalnizca kati kosullar altinda
mumkundur.

lgili kisi, kisisel verilerinin
islenmesinin amaclari ve
kosullari hakkinda
bilgilendirilmelidir.

Kisisel veriler, yalnizca verilerin
toplanmasindan once
tanimlanan mesru amag icin
islenebilir.

Kisisel verilerin islenmesi,
amaclara ulasmak icin gerekli
olanlarla sinirli olmalidir.
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silindiginden, dizeltildiginden, tamamlandigindan veya
giincellendiginden emin olmak igin uygun onlemler almalidir.

5.10 Privacy by Design & Privacy by Default

"Privacy by Design" ilkesi, veri koruma ilkelerini, daha en bastayken

konsept olusturma ve teknik tasarim asamasinda is

modellerinin/proseslerinin spesifikasyonlarina ve mimarisine ve ayrica

veri islemeye yonelik BT sistemlerine dahil etmek i¢in uzman bélumlerin

teknolojinin en glincel durumuna gore dahili stratejiler belirlemesini ve

tedbirler almasini amacglamaktadir. "Pirvacy by Design" ilkesine gore

kisisel verilerin islemesine yonelik islemler ve sistemler, baslangic

ayarlariilgili amacin yerine getirilmesi icin gerekli veri isleme islemleri ile

kisitli olacak sekilde tasarlanmis olmalidir ("Privacy by Default" ilkesi).

Bu, veri isleme kapsamini, kayit siresini ve erisilebilirligi kapsamaktadir.

Asagidaki sekillerde daha fazla dnlem gerekebilir:

o kisisellestirilmis verilerin en kisa sure igerisinde kodla sifrelenmesi

e Kkisisel verilerin fonksiyonlarina ve islenmesine yonelik seffafligin
olusturulmasi

o lgili kisiye kisisel verilerin islenmesi ile ilgili karar verme imkani
sunulmasi

e islem veya sistem operatorlerinin glvenlik fonksiyonlari olusturma ve
iyilestirme durumunda olmasi.

Her grup sirketi, yukarida belirtilen ilkelere her zaman uyulmasini
saglamak icin isleme faaliyetlerinin tiim yasam donglsi boyunca uygun
teknik ve organizasyonel onlemleri uygular ve yurutur.

5.11 Silme ve anonimlestirme

Kisisel veriler, verilerin islendigi amac icin gerekli oldugu siirece
saklanmalidir. Bu, baska saklama yikimlilikleri olmadigi siirece kisisel
verilerin isleme amaci yerine getirildiginde veya baska nedenlerden
dolayi gecersiz oldugunda silindigi veya anonimlestirildigi anlamina gelir.
Munferit islemlerden sorumlu kisiler islemleri icin silme ve
anonimlestirme rutinlerinin uygulanmasini saglamalidir. Her sistemin
kendine ait manuel veya otomatik bir silme rutini olmalidir. Kisisel
referansin silinmesi veya kaldirilmasi icin veri sahiplerinden gelen silme
talepleri, sistemlerde teknik olarak mimkin olmalidir. Mercedes-Benz
Group AG'nin silme rutinlerinin uygulanmasina yonelik belirttigi
talimatlar (yazilim araglari, silme taleplerinin uygulanmasi igin yardim,
dokilimantasyon talepleri gibi) dikkate alinmalidir.

5.12 Verilerin islenmesinde giivenlik

Kisisel veriler, yetkisiz erisime ve yasa disI islenme veya ifsaya ve ayrica
istem disi kaybolmaya, degistirilmeye veya imha edilmeye karsi
korunmalidir. Verilerin islenmesi igin O0zellikle yeni BT sistemleri olmak
uzere yeni islemler kullanmaya baslamadan once kisisel verilerin
korunmasi icin teknik ve organizasyonel onlemler belirlenir ve uygulanir.

Veri koruma ilkeleri, is
modellerinin, streglerin ve BT
sistemlerinin mimarisine
entegre edilmelidir.

Kisisel veriler, verilerin islendigi
amag icin gerekli oldugu sirece
saklanmalidir.

Teknik ve organizasyonel
onlemlerle veri isleme glivenligi
saglanmalidir.
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Bu dnlemler en glincel durumda olmalidir, isleme riskine ve verilerin
koruma ihtiyacina dayanmalidir.

Veri koruma sonugclarinin degerlendirilmesinin ve yontem kaydinin bir
parcasi olarak, veri korumasina iliskin teknik ve organizasyonel dnlemler
sorumlu kisiler tarafindan belgelendirilmelidir.

Ozellikle ilgili uzman béliim, Business Information Security Officer
(BISO), Information Security Officer (ISO) ve veri koruma agina
danismalidir.

Kisisel verileri korumaya yonelik teknik ve organizasyonel onlemlere
yonelik gereksinimler, grup capinda bilgi giivenligi yonetiminin bir
parcasidir ve teknik gelismelere ve organizasyonel degisikliklere sirekli
olarak uyarlanmalidir.

5.13 (Diger) Aktarimlar

Kisisel verilerin grup sirketleri disindaki alicilara veya grup sirketleri
icindeki alicilara aktarilmasi, bu Madde 5 kapsaminda kisisel verilerin
islenmesi icin kabul edilebilirlik sartlarina tabidir. Verilerin alicisi bir
sOzlesme ile aldigl verileri sadece belirlenen amacglarla kullanacagini
taahhut etmelidir.

Ayrica, bolum 15 kisisel verilerin AB/AEA'dan bir Uguncu taraf Ulkeye
aktarilmasi icin de gegerlidir.

Madde 5'te belirtilen tum yuktumlaltkler ilgili kisi icin Ucuncu kisi
lehinedir.

6 Veri koruma sonuglarinin degerlendirilmesi

Grup sirketleri yeni veri isleme yontemleri sunuldugunda veya mevcut
veri isleme yonteminde dnemli bir degisiklik yapildiginda verilerin
islenmesinden 6nce 6zellikle yeni teknolojilerin kullanimi ile
gergeklestirilen bu veri islemenin, ilgili kisinin 6zel hayatina yonelik
ylksek bir risk barindirip barindirmadigini analiz etmektedir. Bu durumda
veri islemenin tird, kapsami, baglami ve amaci dikkate alinmalidir.
Sorumlu uzman bolim,

risk analizi kapsaminda, planlanan veri islemenin kisisel verilerin
korumasina yonelik etkileri agisindan bir degerlendirme
gerceklestirmektedir

(veri koruma sonuglarinin degerlendirilmesi). Veri koruma sonuglarinin
degerlendirilmesi gerceklestirildikten ve risklerin azaltilmasi icin uygun
tedbirlerin uygulanmasindan sonra ilgili kisinin haklarina ve
ozgurluklerine yonelik ylksek bir risk soz konusuysa veri koruma igin
grup yetkilisi, ilgili veri koruma denetim makamina danisabilmesi igin
bilgilendirilmelidir. Mercedes-Benz Group AG'nin veri koruma
sonuglarinin degerlendirilmesinin gerceklestirilmesi igin belirttigi
talimatlar (yazilim gerecleri, degerlendirmenin gerceklestirmesine
yonelik talimatlar) dikkate alinmalidir.

Veri koruma sonucu
degerlendirmesinde, planlanan
islemenin kisisel verilerin
korumasina etkisi
degerlendirilmektedir.
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7 Veri isleme yontemlerinin dokiimantasyonu

Her bir grup sirketi kisisel verilerin islendigi yontemleri bir yontem
kaydinda doklimante etmelidir. Yontem kaydi, elektronik bicimde de
gerceklestirilebilen yazili sekilde yapilmalidir ve talep edilmesi halinde
veri koruma denetim makamina sunulmalidir. Mercedes-Benz Group
AG'nin dokiimantasyon ile ilgili belirttigi talimatlar (yazilim geregleri,
dokilimantasyon talimatlari) dikkate alinmalidir.

8 Is emri iizerine isleme
8.1 Genel hususlar

Gorevlendirilen bir taraf, kisisel verileri gorevlendirenin adina ve talimati
Uzerine islediginde bir is emri islemi s6z konusudur. Bu durumlarda hem
gorevlendiren harici taraflar ile hem de Mercedes-Benz Group igerisinde,
grup sirketleri arasinda gecerli yasal gereksinimler uyarinca bir is emri
islemi ile ilgili bir anlagsma yapilmalidir (6rn. "is emrinin isleme alinmasi
ile ilgili anlasma" sablonu). Bu sirada veri islemenin dogru bir sekilde
gerceklestirilmesi icin tim sorumluluk gorevlendiren taraftadir.

Madde 8.3'teki dlizenlemeler ayrica harici gorevlendirenin grup sirketi
olmamas! durumunda da uygulanir.

8.2 Gorevlendiren igin diizenlemeler

Is emri verilirken asagida belirilen talimatlara uyulmali ancak

gorevlendiren uzman bolim bunlarin uygulandigindan emin olmalidir:

e Gorevlendirilen sirket, gerekli teknik ve organizasyonel koruma
onlemlerini saglamak icin uygunluguna gore secilmelidir.

e Veri koruma igin grup yetkilisi tarafindan sunulan sozlesme
standartlari dikkate alinmalidir.

e s emriyazili veya elektronik olarak verilmelidir. Veri isleme
talimatlari ve gorevlendiren ile gorevlendirilen sirketin sorumluluklari
dokimante edilmelidir.

Gorevlendiren sirket, verilerin islenmesine baslanmadan dnce uygun bir
kontrol ile, gorevlendirilen sirketin dnceden belirtilen yukumlulukleri
yerine getirdiginden emin olmalidir. Mercedes-Benz Group AG'nin
bununla ile ilgili belirttigi talimatlar (yazilim geregleri, degerlendirmenin
gerceklestirilmesi igin talimatlar, s6zlesme taslagi) dikkate alinmalidir.
Gorevlendirilen bir sirket, veri gizliligi gerekliliklerine uydugunu ozellikle
uygun bir sertifikasyon ile dokimante edebilir. Verilerin islenmesinin
riskine bagli olarak kontroller sdzlesme siiresi boyunca diizenli olarak
tekrarlanmalidir.

8.3 Gorevlendirilenler ile ilgili grup igerisindeki diizenlemeler

Gorevlendirilen, kisisel verileri sadece gorevlendirenin talimatlari
kapsaminda isleyebilir.

Yontem kaydi Uzerinden veri
isleme yontemleri dokimante
edilir.

Bir is emrinin islenmesi,
gorevlendiren ve
gorevlendirilen arasinda yazili
bir anlasma gerektirir.
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Gorevlendirilen sirketler, kisisel verilerin kendi emrinde islenmesi igin
diger grup sirketlerini veya Uclinci Taraflar (“alt yiikleniciler") sadece
gorevlendiren sirketten onceden onay aldiktan sonra gorevlendirebilir.
Onay, yalnizca gorevlendirilenin alt yikleniciye (s6zlesmeden veya
benzer sekilde yasal olarak baglayici) grup sirketine ve ilgili kisilere karsl
bu yonetmelige uygun olarak uymasi gereken ayni veri koruma
yukudmluluklerinin yani sira uygun teknik bilgileri ve organizasyonel
koruyucu onlemleri empoze etmesi durumunda verilir. Onayin sekli ve
ayrica alt yiklenici iliskisinde degisiklikler durumunda bilgilendirme
yukumlaltkleri hizmet sozlesmesinde dizenlenmelidir.

Gorevlendirilenler, ozellikle bunu kanitlamak igin gerekli tum bilgileri
saglayarak, gorevlendirilene uygulanan veri koruma diizenlemelerine
uyma konusunda gorevlendireni yeterince desteklemekle yukimladur;
bu 6zellikle asagidaki hususlari korumak icin gecerlidir:

e Madde 5 uyarinca isleme icin genel ilkeler

Madde 10 uyarinca ilgili kisi haklar

Madde 12 uyarinca gorevlendirenin bilgilendirme yuktumlalukleri
Madde 8 uyarinca gorevlendiren ve gorevlendirilen icin duzenlemeler
ve ayrica taleplerin ele alinmasi ve denetim makamlari tarafindan
incelemeler.

Gegerli standartlar veya yasal duzenlemeler, gorevlendirilenin talimatin
aksine bir isleme yapmasini sart kostugunda veya bu yasal diizenlemeler
gorevlendirilenin bu yonetmelikteki veya is emri islemeye yonelik
anlasmadaki yikimliliklerini yerine getirmesini engellediginde
gorevlendirilen bunu, ilgili yasal diizenleme yasaklamadigi slirece
gorevlendirene derhal bildirir. Bu, gorevlendirilenin baska nedenlerle
gorevlendirenin talimatlarina uymamasi durumunda gecerlidir. Bu
durumda gorevlendiren verilerin aktarimini durdurma ve/veya is emri
islemesi ile ilgili sozlesmeyi sonlandirma hakkina sahiptir.

Gorevlendirilenler, baska nedenlerle yasaklanmadigi siirece, kisisel
verilerin bir makam tarafindan ifsa edilmesine iliskin yasal olarak
baglayici herhangi bir talebi gérevlendirene bildirmekle yikimlidir.

Hizmetin saglanmasinin sona ermesi lizerine, gorevlendirilen,
gorevlendirenin takdirine bagli olarak, gorevlendiren tarafindan saglanan
tim kisisel verileri silmeli veya iade etmelidir.

Gorevlendirilenler gorevlendireni ve varsa bunun arkasindaki
gorevlendireni derhal ilgili kisilerin gecerli kilinan haklari, basvurulari
veya sikayetleri hakkinda bilgilendirmekle yukimluddar.

Grup icerisindeki gorevlendirenler, grup disi gérevlendirilenleri de
yukaridaki dizenlemelere uymaya mecbur etmelidir.

Gorevlendirilenin gorevlendiren karsisindaki spesifik yuktumlaltkleri ilgili
kisi igin UcUnctl taraf lehinedir.
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9 Ortak sorumluluk

Kisisel veri isleme araglarini ve amaglarini birden fazla grup sirketinin
ortak bir sekilde belirlemesi durumunda (varsa bir veya birden fazla
tcuncd taraf ile birlikte) (ortak sorumlu makam/ Joint Controller),
sirketler verilerini isledikleri ilgili kisi karsisinda gorevleri ve
sorumluluklarinin belirlendigi bir anlasma yapmalidir. Bu sirada grup
yetkilileri tarafindan veri korumasi icin sunulan sozlesmesel talimatlar
dikkate alinmalidir.

10  Ilgili kisiler icin uygulanabilir haklar

Madde 10'da belirtilen ilgili kisilerin tm haklari ve grup sirketlerinin
yukumlalukleriilgili kisi i¢in tcuncu kisi lehinedir.

Madde 10'a gore yapilan basvurular ve sikayetler bir ay icerisinde
yanitlanmalidir. Bagvurularin karmasikligi ve sayisi dikkate alinarak bu
slre bir aydan en fazla iki aya kadar uzatilabilir. Ancak bu durumda ilgili
kisi uygun bir sekilde bilgilendirilmelidir.

10.1 ilgili kisinin haklari

AB/AEB'deki bir ilgili kisi sorumlu ilgili grup sirketi veya gorevlendirilen

taraf olmasi durumunda goérevlendiren karsisinda asagida belirtilen

haklara sahiptir. Bunlar AB yasasinda ayrintili olarak belirlenmistir:

o Kisisel verilerin islenmesine yonelik kosullar hakkinda bilgi edinme
hakki. Bu tur bilgilere dair veri koruma igin grup yetkilisinin talimatlari
dikkate alinmalidir.

e Verilerin hangi sekilde islendigine ve hangi haklara sahip olunduguna
dair bilgi edinme hakki. Is iliskisinde is verenin belgelerinde ilgili is
yasasl uyarinca 6zel inceleme haklari taninmissa (6rn. sicil dosyasi),
bu haklar sabit kalir. Talep Uzerine, Ucuncu kisilerin ¢ikarlari bununla
celismedigi siirece, ilgili kisiye kisisel verilerinin bir kopyasi (gerekirse
makul bir Gcret karsiliginda) verilir.

e vyanlis veya eksik ise kisisel verileri dizeltme veya tamamlama hakki.

e onayini geri gekmesi veya verilerin islenmesi icin yasal dayanagin
eksik olmasi veya ortadan kalkmasi durumunda verilerini silme hakki.
Ayni durum, veri islemlerinin amaci zaman asimi ya da diger
nedenlerden 6tlrl gecgersiz oldugunda da gecerlidir. Silme islemiyle
celisen mevcut saklama yukamlulukleri ve korunmasi gereken
menfaatler dikkate alinmalidir.

e dogrulugunu inkar etmesi veya verilerin artik grup sirketi tarafindan
talep edilmemesi durumunda, yalnizca ilgili kisinin hak talepleri igin
verilere ihtiyac duymasi halinde verilerinin islenmesini kisitlama
hakk. Ilgili kisi, aksi takdirde verileri silmek zorunda kalirsa veya ilgili
kisinin itirazini incelerse, grup sirketinden verilerinin islenmesini
kisitlamasini da talep edebilir.

e isleme otomatik prosedirler kullanilarak gerceklestirildigi ve bu
teknik olarak mimkiin oldugu siirece onaya dayali olarak veya kendisi
ile akdedilen veya askida olan bir sozlesme cercevesinde kendisi ile

Veri islemenin arag ve amaclari
birkac grup sirketi tarafindan
ortaklasa belirlenirse, bu "ortak
sorumluluk"tan sorumlu olanlar
arasinda yazili bir anlasma
yapilmasi gerekir.

AB icerisindeki ilgili kisiler su
haklara sahiptir:

Bilgi alma hakki
Bilgilenme hakki
Dulzeltme hakki
Silme hakki
Kisitlandirma hakki
Veri aktarma hakki
itiraz hakki

Veri koruma igin grup
yetkilisine veya ilgili
denetim makamina
sikayette bulunma hakki.
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ilgili ve kendisi tarafindan saglanan kisisel verileri ortak bir dijital
formatta alma ve bunu Ugilncu bir kisiye iletme hakki.

e herhangi bir zamanda dogrudan pazarlamaya itiraz etme hakki.
Uygun bir onay ve itiraz yonetimi saglanmalidir.
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e kisisel durumundan kaynaklanan sebepler varsa, grup sirketlerinin
veya Uguncu sahislarin Ustdn cikarlarinin yasal dayanak
dogrultusunda islenmesine itiraz etme hakki. Grup sirketi, verilerin
islenmesi icin menfaatlerinize, haklariniza ve 6zgirliklerinize agir
basan zorlayici mesru gerekceler gostermedikce veya verilerin
islenmesi yasal haklari gecerli kilmaya, uygulamaya veya savunmaya
hizmet etmedikge, kisisel verilerinizi islemeyi durdurur. Hakli bir itiraz
durumunda veriler silinmelidir.

Ayrica ilgili kisi bir Gglincu taraf Ulkede verileri ice aktaran grup sirketine
karsi haklarini kullanma hakkina sahiptir.

10.2 Sikayet yontemi

Ilgili kisiler, bu yonetmeligin ihlal edildigini diisiiniiyorlarsa veri koruma
icin grup yetkilisine bir sikayette bulunma hakkina sahiptir. Bu tarz
sikayetler

e-posta lzerinden gonderilebilir (Madde 13.3).

Veri ihracatgisi olarak faaliyet gosteren AB/AEB'deki grup sirketi, kisisel
verileri AB/AEB icerisinde toplanan ilgili kisiye, verileri ihra¢ eden grup
sirketi karsisinda konunun tespit edilmesi ve bu yonetmelik uyarinca
haklarini kullanabilmesi konusunda destek sunacaktir.

Sikayetin hakli bulunmasi halinde, grup sirketi bu yonetmelige
uyulmasini saglamak icin uygun 6nlemleri alacak ve ilgili kisi alinan
onlemler ve diger haklari konusunda bilgilendirecektir. ilgili kisinin grup
sirketinin yanitindan memnun kalmamasi veya sikayetin reddedilmesi
durumunda, ilgili kisi haklarini kullanarak bu karara veya davranisa itiraz
etmekte 6zgurdur ve buna gore bilgilendirilmelidir. Bunun igin ozellikle
mutat meskeninin ya da ¢alisma yerinin bulundugu veya olasi ihlalin
gerceklestigi lilkede sorumlu denetim makamina basvurabilir veya
mahkemede dava agabilir

(Madde 11.2). Diger haklar ve sorumluluklar bundan dolayi etkilenmez.
Bu dahili sikayet siirecinden bagimsiz olarak, ilgili kisiler dogrudan bir
denetim makamina sikayette bulunma hakkina sahiptir.

11 Sorumluluk ve yetkili mahkeme
11.1 Sorumluluk diizenlemeleri

Verileri AB/AEB'den alan tglncu Ulke sirketinin, Gglncu ulkede isleme
kapsaminda bu yénetmelige karsi gerceklestirdigi her tirld ihlalin
sorumlulugu, kisisel verileri ilk olarak bir Giclinct taraf ilkede bulunan
grup sirketine aktarmis olan AB/AEB merkezli grup sirketi ("veri
ihracatgisi") tarafindan Ustlenilir. Bu sorumluluk, Gglnc tlkelerdeki grup
sirketleri tarafindan bu yonetmelige karsi bir ihlalden dogan yasalara
aykiri durumu giderme ve maddi ve manevi zararlari karsilama
yUkimliligind kapsar.

Veri ihracatcisi, bir dglncu
taraf Ulke sirketinin neden
oldugu bu yonetmelik
ihlallerinin maddi olarak
karsilanmasindan ve zararlarin
karsilanmasindan sorumludur.
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Veri ihracatcisi bu sorumluluktan yalnizca, AB/AEB'den veri alan tg¢incu
taraf Ulke sirketinin zarara neden olan olaydan sorumlu olmadigini
kanitlamasi durumunda tamamen veya kismen muaf tutulur.

11.2 Yetkili mahkeme

Ilgili kisi, sorumlu makamin veya gorevlendirilen tarafin kayitl ofisinin
bulundugu yerdeki veya kendi mutat meskenindeki mahkemelerde dava
acabilir.

Bu yonetmeligin hiikiimlerine uyulmasi kapsaminda sorumlu denetim
makaminin talimatlariyla ilgili anlasmazliklar, ilgili denetim makaminin
yetki alanina giren yarg yetkisine tabidir. Grup sirketleri bu yarg|
yetkisine tabidir.

Verilerin bir tGgtinct lkede islenmesi kapsaminda bu yénetmelige karsi
bir ihlalden dolayi hak talep eden ilgili kisi, haklarini hem verileri ithal
eden hem de AB/AEB'deki verileri ihrac eden sirketten talep edebilir. Bu
nedenle ilgili kisi iddia edilen ihlali ve bundan dolayi dogan haklari
sorumlu makamin bulundugu yerde veya mutat meskeninde bulunan
yetkili mahkemelerden ve denetim makamlarindan talep edebilir.

12  Bu maddedeki sorumluluk ve yetkili mahkeme ile ilgili
diizenlemeler ilgili kisi igin Uctncl taraf lehinedir.Veri koruma
vakalarinin bildirilmesi

Veri glivenligi diizenlemelerine karsi olasi bir ihlal durumunda ("Veri
koruma vakasI") ilgili grup sirketleri arastirma, bilgilendirme ve tazminat
yukumlaltklerine tabidir. Bir veri koruma vakasi, kisisel verilerin yasalara
uygun olmayan bir sekilde silinmesine, degistirilmesine, izinsiz ifsa
edilmesine veya kullanimina yol acan bir veri glivenligi ihlali oldugunda
gerceklesen bir veri koruma ihlalidir. Bunun dogal kisilerin hak ve
Ozgiirliklerine yonelik bir riske yol agmasinin muhtemel oldugu
mumkunse grup sirketinin ihlalden haberdar olmasini izleyen 72 saat
icerisinde sorumlu denetim makamina bildirmelidir. Ayrica ilgili kisiler de
haklari ve 6zgurlikleri icin muhtemelen yuksek bir risk barindiran bir veri
koruma ihlali durumunda bu veri koruma ihlali hakkinda
bilgilendirilmelidir. Madde 8.2 uyarinca gorevlendirilenler veri koruma
vakalarini derhal gorevlendirene bildirmekle yukumludur.

Bir grup sirketinin sorumluluk alaninda bir veri koruma vakasi
belirlenmesi veya oldugundan siiphelenilmesi durumunda her calisan,
bunu Information Security Incident Management prosesi kapsaminda
Mercedes-Benz Group AG'ye derhal bildirmelidir. Mercedes-Benz Group
AG'nin bununla ile ilgili belirttigi talimatlar (yazilim gerecleri, ihbarin
gerceklestirilmesi icin talimatlar) dikkate alinmalidir.

flgili kisilerin haklar ve
Ozgurlukleriicin yuksek risk
olusturmasi muhtemel veri
koruma ihlalleri, yetkili denetim
makamina ve ilgili kisilere
bildirilmelidir.
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Her bir veri koruma ihlali dokimante edilmelidir ve dokimantasyon
talep Uzerine denetim makamina sunulmalidir.

13 Veri koruma organizasyonu ve yaptirimlar
13.1 Sorumluluk

Grup sirketlerinin yonetim organlarinin Uyeleri, kendi sorumluluk
alanlarindaki veri islemeden sorumludur. Bu nedenle, yasal veri koruma
gereksinimlerinin ve bu AB Veri Koruma Yonetmeliginde yer alan
talimatlarin (6rn. ulusal ihbar yikidmlilikleri) dikkate alinmasini
saglamakla ytkimlidirler. Organizasyonel, personel ve teknik
onlemlerle veri korumasina uygun veri islemeyi saglamak, sorumlulugu
kapsaminda her yoneticinin gorevidir. Bu talimatlarin uygulanmasi ise
ilgili calisanin sorumlulugundadir. Makamlar tarafindan veri koruma
kontrollerinde veri koruma igin grup yetkilisi derhal bilgilendirilmelidir.

13.2 Farkindalik olusturma ve egitim

Yonetim elemanlari, kisisel verilere surekli veya duzenli olarak eristikleri,
verilerin toplanmasina veya kisisel verilerin islenmesine yonelik
gereclerin gelistirmesine katildiklari siirece bu yonetmeligin icerigi ve ele
alinmasi dahil olmak Uzere tim calisanlarin gerekli veri koruma
egitimlerini almasini ve bunlara katilmasini saglamalidir. Calisanlar, 3
yilda bir zorunlu veri koruma egitimlerini tamamlanmalidir. Veri korumasi
icin grup yetkilisinin saglayacag talimatlara uyulmalidir.

13.3 Organizasyon

Veri koruma igin grup yetkilisi, gorevlerin yerine getirilmesi agisindan
dahili olarak talimatlara bagli degildir. Ulusal ve uluslararasi veri koruma
dizenlemelerinin uyulmasina yonelik gorev alir. Bu yonetmelikten
sorumludur ve buna uyulmasini denetler. Grup sirketlerinin veri koruma
ile ilgili baglayici sirket kurallari igin uluslararasi bir sertifikalandirma
sistemine katilmak istemeleri durumunda bu katilim hakkinda veri
koruma igin grup yetkilisi ile mutabakata varmalidir.

Veri koruma igin grup yetkilisi Mercedes-Benz Group AG Yonetim Kurulu
tarafindan atanir ve gorevlerini yerine getirirken yonetim kurulu
tarafindan desteklenir. Yasal olarak bir veri koruma gorevlisi atamaktan
sorumlu olan grup sirketleri genelde veri koruma icin grup yetkilisini
atamaktadir.

Veri koruma icin grup yetkilisi dogrudan Mercedes-Benz Group AG'nin
Yonetim Kuruluna ve veri koruma igin grup yetkilisinin atandig) tiim grup
sirketlerinin genel miidiiriine rapor vermektedir. Ozel istisnai durumlarda
veri koruma icin grup yetkilileri ile mutabakat saglanmalidir.

Mercedes-Benz Group AG'nin denetim kurulu mevcut raporlama
yukimlaltkleri kapsaminda veri koruma igin grup yetkilisinin yillik raporu
hakkinda bilgilendirilmelidir.

Grup sirketlerinin yonetim
organlarinin tyeleri, kendi
sorumluluk alanlarindaki veri
islemeden sorumludur ve
calisanlarinin gerekli veri
koruma bilgisine sahip
olmalarini saglamalidir.

Veri koruma igin grup yetkilisi
talimatlara bagli degildir.
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Ilgili her kisi veri korumasi ile ilgili sorunlarini paylasmak, sorular sormak,
bilgi talep etmek veya sikayette bulunmak veya veri glivenligi sorunlarini

iletmek icin her zaman veri koruma icin grup yetkilisine basvurabilir.
Istek iizerine soru ve sikayetler gizli tutulur.

Veri koruma icin grup yetkilisinin iletisim bilgileri su sekildedir:

Mercedes-Benz Group AG, veri korumasi icin grup yetkilisi, HPC W079,
70546 Stuttgart, Almanya

E-posta: data.protection@mercedes-benz.com

Intranet: Attps.//social.intra.corpintra.net/docs/DOC-71499

Mercedes-Benz Group ayrica 6zel dahili kurallar ile ayrintili agiklanmis
olan bir Compliance organizasyonu kurmustur. Compliance
organizasyonu veri korumaya iliskin talimatlara uyulmasi konusunda
grup sirketlerini destekler ve kontrol eder. Igerik olarak veri koruma
egitimlerini tasarlar ve katilimci ¢cevresi icin kriterleri belirler.

13.4 Yaptirimlar

Kisisel verilerin uygunsuz bir sekilde islenmesi veya veri koruma
yasalarina yonelik baska ihlaller birgok llkede kovusturmalara ve ayrica
tazminat taleplerine yol acabilir. Miinferit calisanlarin sorumlu oldugu
ihlaller is kanunu ile ilgili yaptirimlara neden olabilir. Bu yénetmeligin
ihlalleri dahili dizenlemelere gore cezalandirilacaktir.

13.5 Denetim ve kontroller

Bu yonetmelige ve gecerli veri koruma yasalarina uyuldugu grup
duzeyinde dizenli olarak yilda en az bir kez risk bazli olarak kontrol
edilmektedir.

Bu, dahili bir Compliance risk degerlendirmesi, 6zel veri koruma
konulariniiceren denetimler ve diger kontroller yardimiyla
gerceklestirilir. Veri koruma igin grup yetkilisi baska kontrol talebinde
bulunma hakkina sahiptir. Sonuglar veri korumasi i¢in grup yetkilisine,
sorumlu grup sirketine ve atanmis olmasi durumunda veri koruma
gorevlisine iletilmelidir.

Mercedes-Benz Group AG Yonetim Kurulu mevcut raporlama
yukumlaltkleri kapsaminda sonuclar hakkinda bilgilendirilmelidir.
Kontrollerin sonuglari talep tzerine sorumlu veri koruma denetim
makamina sunulur.

Sorumlu veri koruma denetim makami DSGVO ve devlet yasalarina gore
sahip oldugu yetkiler kapsaminda grup sirketlerini bu yonetmeligin
talimatlarina uyulup uyulmadigina dair bir veri koruma denetimine tabi
tutabilir.

Compliance organizasyonu:

e veri korumasina uyulmasi
konusunda grup sirketlerini
destekler ve kontrol eder

e veri koruma egitimlerini
tasarlar.

Veri koruma ihlalleri, tazminat
taleplerine ve is kanunu
onlemlerine yol acabilir.
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14 Yonetmelik degisiklikleri ve makamlarla is birligi
14.1 Degisiklik durumunda sorumluluklar

Bu yonetmelik, veri korumasi icin grup yetkilisi ile birlikte Bu kilavuzdaki degisiklikler veri
yonetmeliklerin degistirilmesine ydnelik tanimlanan yéntem kapsaminda korumasi icin grup yetkilisi ile
(Yonetmelik yonetimi yonetmeligi, A 1) degistirilebilir. Bu yonetmeligi kararlastiriimalidir.

onemli 6lclide etkileyen veya saglanan koruma seviyesini muhtemelen
etkileyen degisiklikler (yani baglayici nitelikteki degisiklikler), ilgili
denetim makamlarina, bu yonetmeligin baglayici kurumsal kurallar olarak
onaylanmasini saglayacak olan sorumlu denetim makamlari tGzerinden
gecikmeksizin bildirilecektir.

Veri koruma igin grup yetkilisi, bu yonetmelige bagli olan tim grup
sirketlerinin glincel bir listesini tutar (Ek 3: AB Veri/ Koruma
Yonetmeligine bagl grup sirketlerinin listesi), bu yénetmeligin tim
gincellemelerini takip eder, kaydeder ve ilgili taraflar bilgilendirir. Talep
edilmesi halinde denetim makamlarina gerekli tim bilgiler saglanir. Bu
yonetmelik temelinde kisisel veriler, yeni grup sirketi etkili bir sekilde bu
yonetmelige bagli hale gelene ve yonetmelige uyulmasina yonelik ilgili
Compliance tedbirlerini dikkate alana kadar yeni bir grup sirketine
aktarilmaz.

Ilgili kisi bu yonetmelige erisme hakkina sahiptir. Bu nedenle bu
yonetmeligin en yeni versiyonu internette https.//www.group.mercedes-
benz.com adresinde veri koruma altinda yayinlanmistir. Bu talimat ilgili
kisi igin Ucuncl taraf lehinedir.

Bu yonetmelikte veya bagli olan grup sirketleri listesinde bir degisiklik
yapildigi takdirde Mercedes-Benz Group AG'nin ana subesinin denetim
makami, yilda bir kez veri korumasi icin grup yetkilisi tarafindan bunun
hakkinda bilgilendirilir. Bu durumda guncellemenin nedenleri kisaca
aciklanmalidir.

14.2 Makamlarla is birligi

Uclincii tlkelerde islemeler gerceklestiren veya buna katilan grup Yetkili makamlarla is birligi
sirketleri, yukarida belirtilen baglamda kisisel verilerin islemesi ile ilgili yapma yukimlaltgi sunlari
sorunlar, talepler veya baska islemler s6z konusu oldugunda denetim icermektedir:

makami ile birlikte calismakla yukimluduar. Bu, DSGVO'nun ve ulusal e Denetimlerin kabul edilmesi
yasalarinizin izin verdigi 6lglide denetim makamlarinin denetimlerini e Talimatlara uyulmasi.

kabul etme ylUkimliligini icerir. Bunun disinda denetim makaminin
Uclinci tlkelerdeki veri isleme prosesleri veya bu yonetmeligin
dizenlemeleri nedeniyle verdigi DSGVQ'ya uygun tim talimatlara
uyulmalidir.

Makamlarla is birligi ile ilgili Madde 14.2 diizenlemeleri ilgili kisi icin
dclncd taraf lehinedir.



AB Veri Koruma Yonetmeligi

15  Kisisel verilerin AB/AEA'dan l¢lnci bir tilkeye aktarilmasi
15.1 Verilerin Mercedes-Benz Group disina aktarilmasi

Grup sirketleri, kisisel verileri AB/AEA'dan AB/AEA disindaki Gclncu

taraflara (Gglncu bir Glkeden erisim dahil) yalnizca asagidaki durumlarda

aktarabilir:

e (clncl taraf tlke, AB Komisyonu tarafindan taninan yeterli veri
korumasi seviyesi sunuyorsa veya

e aktarim, AB standart sozlesme maddelerine tabiyse. AB standart
sOzlesme maddelerinin sagladigi garantilerin uygulamada karsilanip
karsilanamayacagina karar vermek icin AB yasalarinin gerektirdigi
koruma diizeyine tglinci taraf tGlkede uyulup uyulmadigini, gerekirse
Gglincl tarafin da yardimiyla degerlendirmek grup sirketinin
sorumlulugundadir. Béyle bir durum s6z konusu degilse, tglincl taraf
AB/AEA'da dngorildigi sekilde blyik olglide esdeger bir koruma
dlizeyi saglamak icin tamamlayici tedbirler almalidir, veya

e DSGVO Madde 46 Paragraf 2 kapsamindaki diger uygun garantiler
mevcutsa, veya

e jstisnai olarak (yani sadece yukaridaki 6nlemler uygulanamiyorsa),
belirli durumlarda bir istisna uygulaniyorsa (6rnegin, yasal haklarin
talep edilmesi, uygulanmasi veya savunulmasi icin verilerin
aktarilmasi gereklidir).

15.2 Verilerin Mercedes-Benz Group igine aktarilmasi

Grup sirketleri, kisisel verileri AB/AEA disindaki bir grup sirketine
aktarmadan once, Uglncu taraf Glkedeki yasal hikimlerin ve
uygulamalarin bu yonetmelik kapsamindaki yiktumlaluklerini yerine
getirmelerini engelleyip engellemedigini kontrol etmelidir. Gerekirse,
Uclincd taraf Glkedeki grup sirketi, AB/AEA'da saglanan korumaya biytk
Olclde esdeger bir koruma seviyesi saglamak icin ek sozlesmesel, teknik
veya organizasyonel givenceler uygulamalidir.

Aktarimin 6zel kosullari (6zellikle veri kategorileri, amaci, aktarim tird,
Uclincd bir tarafa aktarim, veri isleme ve depolama yerleri, ilgili sirketler)
ve verilerin yetkili makamlara ifsa edilmesini gerektiren veya yetkili
makamlarin bu verilere erisimine izin verenler de dahil olmak tzere
dclncu ulkedeki grup sirketi igin gecerli olan yasal huktimler ve
uygulamalar dikkate alinacaktir.

Grup sirketleri Madde 15.1 ve 15.2'ye iliskin degerlendirmeyi
belgelendirir ve talep Uzerine bunlari sorumlu denetim makaminin
kullanimina sunar. Ayrica, grup sirketleri degerlendirmeyi ve sonuglari,
diger grup sirketleri tarafindan yapilan ayni tiir aktarimlar igin belirlenen
tamamlayici 6nlemlerin uygulanabilmesi veya etkili tamamlayici dnlemler
alinamazsa aktarimin bir ay icerisinde askiya alinmasi veya
sonlandiriimasi amaciyla diger tiim grup sirketleri icin seffaf hale getirir.
Buna gore, iletilmis olan kisisel veriler iade edilmeli veya silinmelidir. Bu
degerlendirmenin gerceklestirilmesi icin Mercedes-Benz Group AG
tarafindan saglanan talimatlara (6rnegin araclar, degerlendirmenin
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gerceklestirilmesi igin talimatlar) uyulmalidir.
Diger tamamlayici onlemler, veri ihracatgisi ve veri koruma icin grup
yetkilisi ile mutabik kalinarak alinmalidir.

Ilgili iletim sona erdirilmisse, verileri isleyen grup sirketi bu yénergenin
hikdmlerine aykiri davranmissa veya sorumlu denetim makami veya
mahkeme tarafindan verilen baglayici bir karar dikkate alinmamissa da
iletilmis olan kisisel veriler iade edilmeli veya silinmelidir. Ayni
yukumlualtk, kisisel verilerin tim kopyalari icin de benzer sekilde
gecerlidir.

16  Uglincii taraf iilke diizenlemelerinin denetimi ve raporlanmasi

Uclincii taraf tlkelerdeki grup sirketleri, kendileri icin gecerli olan
mevzuatin grup sirketlerinin bu yonetmelik kapsamindaki
yukimliliklerini yerine getirmelerini engelledigine veya bu yonetmelikte
ongorilen glivenceler zerinde dnemli bir etkiye sahip olduguna
inanmalari icin bir neden varsa, veri korumasindan sorumlu sirketler
grubu yetkilisini gecikmeksizin haberdar etmelidir.

Veri koruma igin grup yetkilisi etkiyi degerlendirecek ve bu yonetmeligin
amacini karsilayan pratik bir ¢ozim bulmak igin sorumlu grup sirketiyle
birlikte calisacaktir. Bu degerlendirmeden sonra dahi ilgili yasal
gerekliligin bu yonetmelikte dngdriilen glivenceler lzerinde dnemli bir
olumsuz etkiye sahip oldugu dislndlirse, veri koruma igin grup yetkilisi,
sorumlu denetim makamini bilgilendirecektir. Bu tur gerekliliklerin bu
yonetmelikte ongorilen guvenceler lzerinde dnemli bir olumsuz etkisi
olmasi halinde, bir kolluk kuvveti veya devlet glivenlik makami
tarafindan kisisel verilerin ifsa edilmesine yonelik yasal olarak baglayici
talepler de buna dahildir.

Denetim makami talep edilen veriler, talep eden makam ve ifsanin yasal
dayanag (aksi yasaklanmadikca) hakkinda bilgilendirilmelidir.

Bir GglncuU taraf tlkedeki bir grup sirketi, bir resmi makam tarafindan
yasal baglayiciga sahip bir taleple AB kisisel verilerini sunmakla yikimli
kilinirsa veya grup sirketi, ilgili resmi makamlarin bu tlr verilere eristigini
Ogrenirse, bunun yasal gecerliligi ve olasi yasal yollar incelenir. AB kisisel
verileri, mevcut yasal yollarin timd tuketildikten sonra verilebilir. S6z
konusu yasal degerlendirme ve ilgili islemler dokiimante edilmelidir.

Bir Uglncu taraf Ulkedeki grup sirketi, veri ihracatcisini ve mimkin
durumlarda ilgili kisileri, Gglncu taraf Ulkedeki resmi makamlarin kisisel
AB verilerine iligskin talepleri ve erisimleri ile ilgili bilgilendirir. Resmi
talepler yapilmasi halinde, talep edilen verilerin yani sira, ifsa igin yasal
dayanak ve geri bildirim de (baska bir sekilde yasaklanmadigi siirece)
bildirilmelidir.

Bir Uglncu taraf Ulkedeki bir grup sirketi, bir yetkili makam tarafindan
veri ihracatcisina veya ilgili kisilere AB kisisel verilerinin ifsasindan
kaginmasi yoninde ylikimlilik altina alinirsa, s6z konusu yasagi



AB Veri Koruma Yonetmeligi

olabildigince hafifletmek veya kaldirmak icin gerekli tim makul ¢abayi
gosterecektir.

Veri ihracatcisina, ilgili hareket alani dahilinde, alinan taleplere iliskin
genel bilgiler yillik bazda saglanmalidir (6rn. ifsa talebi sayisi, talep
edilen verilerin turd, mimkin durumlarda talep eden kurum). Soz
konusu talepler, sorumlu denetim makaminin talebi tGzerine sunulmalidir.

Kisisel veriler bir kuruma yalnizca toplu, orantisiz veya
ayrimlastirilmamis olmadiklari ve bu baglamda demokratik bir toplumda

gerekli olarak gorulen sinirlari asmadiklari strece aktarilabilir.

Bu dizenleme ilgili kisi igin Gglncu taraf lehinedir.
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Ek 1: Sozliik

Uygun veri koruma
seviyesi

Madde 46 Paragraf 2
DSGVO

Anonimlestirilmis

Denetim makami, veri
koruma denetimi
makami

Gorevlendirilen

Belirli durumlar igin
istisna

genel olarak AB/ AEB icerisindeki veri aktarimi igin mevcuttur. Kisisel
verilerin AB/AEB disindaki bir tlkeye aktarimi, AB DSGVO'da tanimlanan
istisnai durumlar haricinde sadece AB Komisyonu, dglncu ulkedeki veri
koruma seviyesinin uygunlugunu tanidiginda veya baska uygun teminatlar
oldugunda gergeklestirilebilir. AB veri koruma yénetmeligini Binding
Corporate Rule olarak kabul eden Mercedes-Benz Group, boylelikle
AB/AEB icerisindeki grup sirketlerinin kisisel verilerinin AB/AEB disindaki
grup sirketlerine grup igerisinde aktarilmasi i¢in uygun onlemlerin
alinmasini saglar.

kisisel verilerin tGglncu taraf Ulkelere aktarilmasi igin uygun givenceler

icerir, ornegin:

o yetkililer veya kamu kurumlari arasinda yasal olarak baglayici ve
uygulanabilir bir belge

e bir denetim makami tarafindan kabul edilen ve AB Komisyonu
tarafindan onaylanan standart veri koruma hikdmleri

e onaylanan davranis kurallari

e onayli sertifikasyon mekanizmasi

Bu uygun glivencelerin uygulamada karsilanip karsilanamayacagina karar

vermek igcin AB yasalarinin gerektirdigi koruma diizeyine liclincl taraf

dlkede uyulup uyulmadigini, gerekirse tgiinci tarafin da yardimiyla

degerlendirmek grup sirketinin sorumlulugundadir. Boyle bir durum sz

konusu degilse, tglncl taraf AB/AEA'da ongorildigi sekilde biyiik dlglide

esdeger bir koruma diizeyi saglamak icin tamamlayici tedbirler almalidir.

bir sahsa ait veriler surekli olarak kimse tarafindan tekrar Uretilemez ya da
tekrar Uretilebilmesi icin asiri yuksek bir zaman, masraf ve iscilik ihtiyaci
gerektirecek sekilde bulundurulduklarinda anonimlestirilmis sayilirlar.

AB/AEA'da mukim bagimsiz bir devlet kurumudur.

kisisel verileri sorumlu taraf adina isleyen dogal veya tiizel bir kisidir.

Asagidaki kosullardan birinin karsilanmasi halinde bir grup sirketinin

istisnai olarak kisisel verileri AB/AEA'dan AB/AEA disindaki GglncU taraflara

aktarmasina izin verir:

e veri sahibinin onerilen veri aktarimina acgikga riza gostermis olmasi

e aktarimin ilgili kisi ile sorumlu taraf arasindaki bir s6zlesmenin ifasiicin
veya ilgili kisinin talebi Uzerine sozlesme oncesi tedbirlerin ifasiicin
gerekli olmasi

e aktarimin, sorumlu tarafin baska bir dogal veya tiizel kisi ile ilgili kisinin
yararina yaptigl bir soézlesmenin akdedilmesi veya ifa edilmesi igin
gerekli olmasi

e aktarimin, kamu yararinin onemli gerekcelerden dolayi gerekli olmasi

e aktarimin yasal haklari talep etmek, uygulamak veya savunmak icin
gerekli olmasi

e aktarimin, ilgili kisinin fiziksel veya yasal gerekgelerle riza gosteremedigi
durumlarda, ilgili kisinin veya diger kisilerin hayati menfaatlerini
korumak igin gerekli olmasi.
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Binding Corporate Rules

Controller (BCR-C)

Ozellikle korunmasi
gereken veriler

Etkilenen kisi

Veri ihracatgisi
Veri koruma agl

Veri koruma ihlali

Veri koruma vakasi

Uclincii taraf lehine

Uclincii taraf

Uclinci lkeler

DSGVO

Onay

Avrupa Ekonomik
Bolgesi (AEB)

kisisel verileri sorumlu olarak isleyen AB/AEA'da mukim grup
sirketlerinden, kisisel verileri sorumlu taraf veya is emri isleyicisi olarak
isleyen AB/AEA disinda mukim grup sirketlerine kisisel verilerin aktarilmasi
icin uygun bir cerceve olmasi. Bunlar sadece Mercedes-Benz Group
icerisinde gecerlidir ve ilgili her grup sirketi icin yasal olarak baglayici
olmali ve uygulanmalidir

irksal veya etnik koken, politik duslnceler, dinsel veya ideolojik
yaklasimlar, sendika Uyeligi hakkinda veriler ve ayrica genetik ve biyometrik
veriler, saglik verileri, ilgili kisinin cinsel hayatina veya cinsel yonelimine
iliskin veriler veya cezai hukUimler ve suglar ile ilgili verilerdir. Yasalar
nedeniyle baska veri kategorileri de 6zellikle korunmasi gereken veri olarak
degerlendirilebilir ya da veri kategorilerin icerigi farkli olarak olusturulabilir.

bu AB veri koruma yonetmeligine gore kapsam alanindaki kisiler, kisisel
verileri islenecek olan tum 0Ozel kisilerdir. Bazi Ulkelerde tlzel kisiler de bu
yonetmelik kapsaminda olabilir.

AB / AEA bolgesinde yerlesik olan bir grup sirketi olup, kisisel verileri bir
dclncd taraf Ulkede yerlesik durumdaki bir grup sirketine aktarmaktadir.

Local Compliance Officer (LCQ), Local Compliance Responsible (LCR) ve
ilgili cogalticilardan olusmaktadir.

kisisel verilerin yasalara uygun olmayan bir sekilde silinmesine,
degistirilmesine, izinsiz ifsa edilmesine veya kullanimina yol agan bir veri
givenligi ihlalidir.

bir veri koruma ihlaline yonelik stiphenin oldugu bir bilgi glivenligi
vakasidir.

ilgili kisilerin AB Veri Koruma Ydnetmeliginin gereksinimleri, verileri isleyen
grup sirketleri karsisinda bunlarla dogrudan bir iliski olmamasina ragmen
ve grup sirketleri AB veri yonetmeligi yikimliliklerini ihlal ettiginde
uygulamasina izin veren duzenlemelerdir.

kisisel verileri isleyen ancak ne ilgili kisi ne de sorumlu kisi olan herkestir.
Isleyen kisiler, yasal olarak sorumlu kisiye tabi olduklari icin AB DSGVO
uyarinca AB/AEB icerisinde Uglncu kisiler degildir.

AB/AEB disindaki tim Ulkelerdir.

Avrupa Parlamentosunun ve Konseyinin 27 Nisan 2016 tarihli kisisel
verilerin islenmesine yonelik dogal kisilerin korunmasina, serbest veri
trafigine ve 95/46/EG sayili yonetmeliginin kaldirilmasina iliskin 2016/679
(AB) sayili yonetmeligidir.

ilgili kisi tarafindan veri islemenin baslangicinda agikca verilen ve ilgili
kisinin verilerin islemesine yonelik istege bagli olarak ve yasal olarak
baglayici bir sekilde verdigi bir onay beyanidir.

AB ile iliskili bir ekonomik bélge olup Norveg, Izlanda ve Liechtenstein bu
bolgeye dahildir.
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Ydrdrliukteki yasal
talimatlar

Ilgili kisiler
Toplu anlagmalar

Calisan verileri

Ulusal hukuk,

ulusal yasalar

Kisisel veriler

Kodla sifrelenmis

Kisisel verilerin
islenmesi

Sorumlu makam

Uyumlu

Uye devletlerin ve tglncl taraf Ulkelerin hukukuna yonelik yasal olarak
baglayici talimatlardir.

bir veya birden fazla grup sirketine ait Urlinlere veya hizmetlere ilgi
gosteren kisilerdir.

tarifeli sozlesmeler ya da isveren ve isci temsilcilikleri arasinda is
hukukunun olasiliklari gergevesinde varilan anlagsmalardir (orn. isletme
anlasmalari).

Mercedes-Benz Group calisanlarina ait kisisel verilerdir ve bir is iliskisi icin
basvuranlari ve ayrica veriler sonlandirilan is iliskisine yonelik oldugu
surece is iliskisi sonlandirilmis olan kisileri de kapsamaktadir.

Uye devletlerin yasalarina atifta bulunur. Madde 4'te (yasal gereksinimlere
istinaden) "ulusal hukuk" ifadesi, liye devletlerin yasalarina veya tginci
ulkelerin yasalarina atifta bulunur.

tanimlanabilir veya tanimlanamayan dogal bir kisiyle ilgili tim bilgilerdir.
Ozellikle bir ad gibi bir tanimlamaya, kimlik numarasina, konum verilerine,
cevrim ici tanimlamaya veya bir ya da birden fazla 6zellige atanmis olmasi
yardimiyla dogrudan veya dolayli olarak tanimlanabilen dogal kisiler
tanimlanabilir olarak gortilmektedir. Bu bilgiler, bu dogal kisinin fiziksel,
fizyolojik, genetik, psikolojik, ekonomik, kiiltirel veya sosyal kimligini
belirtme seklidir. Bununla ilgili olarak kisisel referansin, yalnizca rastgele
elde edilebilen ek bilgilerle bir bilgi kombinasyonu yoluyla
olusturulabilmesi de yeterli olabilir.

veriler, ilave bilgiler 6zel bir sekilde saklandigi ve kisisel verilerin dogrudan
tanimlanmis veya tanimlanabilir dogal bir kisiye atanmamasini saglayan
teknik ve organizasyonel dnlemlere tabi oldugu siirece ilave bilgiler
eklenmeden belirli bir kisiye atanamayan verilerdir.

toplama, saklama, organizasyon, dizenleme, kayit, uyarlama veya
degistirme, okuma, sorgulama, kullanim, aktarim, dagitim veya baska bir
sunum sekliyle ifsa etme, karsilastirma veya iliskilendirme, kisitlama, silme
veya imha etme gibi otomatik islem yardimiyla veya bu yardim olmadan
gerceklestirilen her turll islemdir.

tek basina veya bagskalariyla birlikte kisisel verilerin islenmesine yonelik
amaglar ve yontemler hakkinda karar veren her bir dogal veya tizel kisidir.

uyumluluk testine atifta bulunur. Kisisel verilerin baslangicta toplandigi

amag disinda bir amaca yonelik olarak islenmesinin uyumlu olup

olmadiginin degerlendirilmesinde, sorumlu taraf asagidaki kriterleri dikkate

alir:

e Kkisisel verilerin toplanma amaclari ile 0ngoriilen diger veri isleme
islemlerinin amaglari arasinda herhangi bir baglanti,

o Ozellikle ilgili kisiler ile sorumlu taraf arasindaki iliskiye iliskin olarak
kisisel verilerin toplandigl baglam,

e kisisel verilerin tru, 6zellikle 6zel kategorilerdeki kisisel verilerin islenip
islenmedigi veya cezai hiikiim ve suglara iliskin kisisel verilerin islenip
islenmedigi,
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Is emrinin isleme
alinmasi ile ilgili
anlasma

fslem kaydi

Uygun

Sorumlu denetim
makami

e amagclanan diger isleme islemlerinin ilgili kisiler icin olasi sonuglari,

birlik hukuku veya tye devletlerin hukuku uyarinca, is emri isleyicisini
sorumlu tarafla ilgili olarak baglayan ve islemenin konusunu ve siresini,
islemenin niteligini ve amacini, kisisel verilerin tirdnd, ilgili kisi
kategorilerini ve sorumlu tarafin yaktumlaldkleri ve haklarini tanimlayan bir
sOzlesme veya baska bir yasal belge mevcuttur.

kisisel verilerin islendigi sorumlu makamin islemleri (prosesleri) hakkinda

bir genel bakistir. Bu liste asagidaki bilgilerin timdnu igerir:

e sorumlu tarafin ve uygun oldugu hallerde sorumlu taraf ile birlikte
hareket eden tarafin, sorumlu taraf temsilcisinin ve herhangi bir veri
koruma gorevlisinin adi ve iletisim bilgileri

e islemenin amaclari

o lgili kisi kategorilerinin ve kisisel veri kategorilerinin bir agiklamasi

e (cuncu taraf Ulkelerdeki veya uluslararasi kuruluslardaki alicilar da dahil
olmak Uzere kisisel verilerin ifsa edildigi veya edilecegi alici kategorileri

e uygulanabilir oldugu durumlarda, ilgili Gclncd taraf lke veya
uluslararasi kurulusun belirtilmesi de dahil olmak tzere, kisisel verilerin
bir Gglncu taraf Ulkeye veya uluslararasi bir kurulusa aktarilmasi

e mumkunse, farkli veri kategorilerinin silinmesi igin 0ngorilen zaman
sinirlari

e mumkunse, teknik ve organizasyonel dnlemlerin genel bir agiklamasi.

mesru bir amaca ulagsmak igin uygun, gerekli ve 6l¢ult olan 6nlemlerdir.
Onlemler, mesru amaca bu 6nlem ile ulasilabildiginde veya en azindan bu
onlem ile tesvik edilebildiginde uygundur. Onlemler, ayni giivenlikle ayni
basariya ulasan baska hafif dnlemler olmadiginda gereklidir. Onlemler, ilgili
kisiye asirt yiklenmediginde veya ilgili kisi icin mantiksiz olmadiginda
olguludar.

ilgili Gye llkede Genel Veri Koruma Yonetmeligi ile kendisine verilen

gorevleri ifa etmek ve yetkilerini kullanmakla yukdmld olan herhangi bir
denetim makamidir.
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Ek 3: AB Veri Koruma Yonetmeligine bagli grup sirketlerinin listesi

Sirket Ulke Sehir
Accumotive GmbH & Co. KG Almanya Kamenz
Accumotive Verwaltungs-GmbH Almanya Kamenz
AEG Olympia Office GmbH Almanya Stuttgart
Affalterbach Racing GmbH Almanya Affalterbach
Anota Fahrzeug Service- und Almanya Berlin
Vertriebsgesellschaft mbH

Athlon Car Lease Belgium N.V. Belcika Machelen
Athlon Car Lease International B.V. Hollanda Almere
Athlon Car Lease [taly S.R.L. italya Rome
Athlon Car Lease Nederland B.V. Hollanda Almere
Athlon Car Lease Polska Sp. z 0.0. Polonya Warsaw
Athlon Car Lease Portugal, lda Portekiz Sintra
Athlon Car Lease Rental Services B.V. Hollanda Almere
Athlon Car Lease Rental Services Belgium N.V. | Belcika Machelen
Athlon Car Lease S.AS. Fransa Le Bourget
Athlon Car Lease Spain, S.A. ispanya Barcelona
Athlon France S.A.S. Fransa Le Bourget
Athlon Germany GmbH Almanya Dusseldorf
Athlon Mobility Consultancy N.V. Belcika Machelen
Athlon Mobility Services UK Limited Birlesik Krallik Milton Keynes
Athlon Rental Germany GmbH Almanya Dusseldorf
CARS Technik & Logistik GmbH Almanya Wiedemar
Cuspide GmbH Almanya Stuttgart
Daimler Fleet Management South Africa (Pty.) | Glney Afrika Pretoria

Ltd. i. L.

Daimler Vans USA, LLC

ABD

Sandy Springs GA

EHG Elektroholding GmbH

Almanya

Stuttgart
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Epsilon Mercedes-Benz Almanya Schonefeld
Grundstlcksverwaltung GmbH & Co. OHG

Friesland Lease B.V. Hollanda Drachten
Interleasing Luxembourg S.A. Luksemburg Windhof
Koppieview Property (Pty) Ltd Glney Afrika Pretoria
Lapland Car Test Aktiebolag Isvec Arvidsjaur
LEONIE DMS DVB GmbH Almanya Stuttgart
Li-Tec Battery GmbH Almanya Kamenz

MBarc Credit Canada Inc. Kanada Mississauga ON
MBition GmbH Almanya Berlin

MBition Sofia EOOD Bulgaristan Sofia

MDC Power GmbH Almanya Kolleda
Mercedes AMG High Performance Powertrains | Birlesik Krallik Brixworth

Ltd Northamptonshire
Mercedes pay GmbH Almanya Stuttgart
Mercedes pay USA LLC ABD Farmington Hills
Mercedes-AMG GmbH Almanya Stuttgart
Mercedes-Benz - Aluguer de Veiculos, Lda. Portekiz Mem Martins
Mercedes-Benz (Beijing) Parts Trading and Cin Beijing
Services Co., Ltd.

Mercedes-Benz (China) Ltd. Cin Beijing
Mercedes-Benz (Thailand) Limited Tayland Bangkok
Mercedes-Benz AG Almanya Stuttgart
Mercedes-Benz Asia GmbH Almanya Stuttgart
Mercedes-Benz Assignment Services ABD Farmington Hills MI
Americas, LLC

Mercedes-Benz Assuradeuren B.V. Hollanda Utrecht
Mercedes-Benz Australia/Pacific Pty Ltd Avustralya Mulgrave VIC
Mercedes-Benz Auto Finance Ltd. Cin Beijing
Mercedes-Benz Automotive Mobility GmbH Almanya Berlin
Mercedes-Benz Bank AG Almanya Stuttgart
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Mercedes-Benz Bank Service Center GmbH Almanya Berlin
Mercedes-Benz Banking Service GmbH Almanya Saarbrucken
Mercedes-Benz Belgium Luxembourg S.A. Belcika Brissel
Mercedes-Benz Broker Biztositasi Alkusz Macaristan Budapest
Hungary Kft.
Mercedes-Benz Brooklands Limited Birlesik Krallik Milton Keynes
Mercedes-Benz Business Services Sdn Bhd Malezya Puchong
Mercedes-Benz Canada Inc. Kanada Mississauga ON
Mercedes-Benz Capital Investments B.V. Hollanda Utrecht
Mercedes-Benz Cars & Vans Brasil Ltda. Brezilya Séo Paulo - SP
Mercedes-Benz Cars Middle East FZE Birlesik Arap Dubai
Emirlikleri
Mercedes-Benz Ceska republika s.r.o. Cek Cumhuriyeti Prague
Mercedes-Benz Connectivity Services GmbH Almanya Stuttgart
Mercedes-Benz Consulting GmbH Almanya Leinfelden-
Echterdingen
Mercedes-Benz Corporate Investments, LLC ABD Farmington Hills MI
Mercedes-Benz Credit Pénziigyi Szolgaltatd Macaristan Budapest
Hungary Zrt.
Mercedes-Benz Customer Assistance Center Hollanda Maastricht
Maastricht N.V.
Mercedes-Benz Customer Solutions GmbH Almanya Stuttgart
Mercedes-Benz Danmark A/S Danimarka Copenhagen
Mercedes-Benz Digital Tech Ltd. Cin Shanghai
Mercedes-Benz Distribution Vietnam Vietnam Ho Chi Minh City
Company Limited
Mercedes-Benz Egypt S.A.E. Misir New Cairo
Mercedes-Benz Energy GmbH Almanya GroBrohrsdorf
Mercedes-Benz Espana, S.A.U. ispanya Alcobendas
Mercedes-Benz ExTra LLC ABD Vance AL
Mercedes-Benz Finance Canada Inc. Kanada Montreal QC
Mercedes-Benz Finance Co., Ltd. Japonya Chiba
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Mercedes-Benz Finance North America LLC ABD Farmington Hills MI
Mercedes-Benz Financial Services Australia Avustralya Mount Waverly VIC
Pty. Ltd.

Mercedes-Benz Financial Services Austria Avusturya Eugendorf

GmbH

Mercedes-Benz Financial Services BeLux NV Belcika Brussels
Mercedes-Benz Financial Services Canada Kanada Mississauga ON
Corporation

Mercedes-Benz Financial Services Ceska Cek Cumhuriyeti Prague

republika s.r.o.

Mercedes-Benz Financial Services Espania, ispanya Alcobendas
E.F.C,S.A.

Mercedes-Benz Financial Services France S.A. | Fransa Montigny-le-Bretonneux
Mercedes-Benz Financial Services Hong Kong | Hongkong Hongkong

Ltd.

Mercedes-Benz Financial Services India Hindistan Pune

Private Limited

Mercedes-Benz Financial Services Investment | ABD Farmington Hills MI
Company LLC

Mercedes-Benz Financial Services Italia S.p.A. | italya Rome
Mercedes-Benz Financial Services Korea Ltd. Guney Kore Seoul
Mercedes-Benz Financial Services Nederland Hollanda Utrecht

B.V.

Mercedes-Benz Financial Services New Yeni Zelanda Auckland

Zealand Ltd

Mercedes-Benz Financial Services Portugal - Portekiz Mem Martins
Sociedade Financeira de Crédito S.A.

Mercedes-Benz Financial Services Schweiz AG | Isvicre Schlieren
Mercedes-Benz Financial Services Singapore Singapur Singapore

Ltd.

Mercedes-Benz Financial Services Slovakia Slovakya Bratislava

s.r.o.

Mercedes-Benz Financial Services South Guney Afrika Pretoria

Africa (Pty) Ltd

Mercedes-Benz Financial Services Sp. z 0.0. Polonya Warsaw
Mercedes-Benz Financial Services Taiwan Ltd. | Tayvan Taipei
Mercedes-Benz Financial Services UK Birlesik Krallik Milton Keynes
(Trustees) Ltd
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Mercedes-Benz Financial Services UK Limited | Birlesik Krallik Milton Keynes

Mercedes-Benz Financial Services USA LLC ABD Farmington Hills MI

Mercedes-Benz Finans Danmark A/S Danimarka Copenhagen

Mercedes-Benz Finans Sverige AB fsveg Malmo

Mercedes-Benz Finansman Turk A.S. Turkiye Istanbul

Mercedes-Benz Fleet Management Singapore | Singapur Singapore

Pte. Ltd.

Mercedes-Benz France S.A.S. Fransa Montigny-le-Bretonneux

Mercedes-Benz G GmbH Avusturya Raaba

Mercedes-Benz Gastronomie GmbH Almanya Stuttgart

Mercedes-Benz Group Australia/Pacific Pty Avustralya Mulgrave VIC

Ltd

Mercedes-Benz Group China Ltd. Gin Beijing

Mercedes-Benz Group Services Berlin GmbH Almanya Berlin

Mercedes-Benz Group Services Madrid, S.A.U. | Ispanya San Sebastian de los
Reyes

Mercedes-Benz Group Services Phils., Inc. Filipinler Cebu City

Mercedes-Benz Group Services Poland Sp. z Polonya Krakow

0.0.

Mercedes-Benz Grund Services GmbH Almanya Schonefeld

Mercedes-Benz Heritage GmbH Almanya Stuttgart

Mercedes-Benz High Power Charging Europe Almanya Stuttgart

GmbH

Mercedes-Benz High Power Charging Japan Japonya Chiba

G.K.

Mercedes-Benz High Power Charging Korea Guney Kore Seoul

Ltd.

Mercedes-Benz High Power Charging Almanya Stuttgart

Overseas GmbH

Mercedes-Benz Holdings UK Limited Birlesik Krallik Milton Keynes

Mercedes-Benz Hong Kong Limited Hongkong Hong Kong

Mercedes-Benz HPC Canada ULC Kanada Vancouver

Mercedes-Benz HPC North America LLC ABD New York NY

Mercedes-Benz Hungaria Kft. Macaristan Budapest
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Mercedes-Benz IDC Europe S.AS. Fransa Valbonne
Mercedes-Benz India Private Limited Hindistan Pune
Mercedes-Benz Insurance Agency LLC ABD Farmington Hills MI
Mercedes-Benz Insurance Broker S.R.L. Romanya Voluntari
Mercedes-Benz Insurance Services GmbH Almanya Stuttgart
Mercedes-Benz Insurance Services Nederland | Hollanda Utrecht

B.V.

Mercedes-Benz Insurance Services Taiwan Tayvan Taipei

Ltd.

Mercedes-Benz Insurance Services UK Birlesik Krallik Milton Keynes
Limited

Mercedes-Benz Intellectual Property GmbH & | Almanya Stuttgart
Co. KG

Mercedes-Benz Intellectual Property Almanya Stuttgart
Management GmbH

Mercedes-Benz International Finance B.V. Hollanda Utrecht
Mercedes-Benz Italia S.p.A. italya Rome
Mercedes-Benz Japan G.K. Japonya Chiba
Mercedes-Benz Korea Limited Guney Kore Seoul
Mercedes-Benz Lease Italia S.r.l. italya Rome
Mercedes-Benz Leasing Co., Ltd. Cin Beijing
Mercedes-Benz Leasing Germany GmbH Almanya Stuttgart
Mercedes-Benz Leasing GmbH Almanya Stuttgart
Mercedes-Benz Leasing IFN S.A. Romanya Voluntari
Mercedes-Benz Leasing Kft. Macaristan Budapest
Mercedes-Benz Leasing Polska Sp. z 0.0. Polonya Warsaw
Mercedes-Benz Leasing Treuhand GmbH Almanya Stuttgart
Mercedes-Benz Logistics and Distribution Misir New Cairo
Egypt L.L.C.

Mercedes-Benz LT GmbH Almanya Sindelfingen
Mercedes-Benz Ludwigsfelde Almanya Schonefeld
Anlagenverwaltung GmbH & Co. OHG

Mercedes-Benz Ludwigsfelde GmbH Almanya Ludwigsfelde
Mercedes-Benz Malaysia Sdn. Bhd. Malezya Puchong
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Mercedes-Benz Manhattan, Inc. ABD New York
Mercedes-Benz Manufacturing (Thailand) Tayland Bangkok
Limited

Mercedes-Benz Manufacturing and Import Misir New Cairo
Egypt L.L.C.

Mercedes-Benz Manufacturing Hungary Kft. Macaristan Kecskemét
Mercedes-Benz Manufacturing Poland sp.z 0. | Polonya Jawor

0.

Mercedes-Benz México International, S. de Meksika Distrito Federal
R.L. de C.V.

Mercedes-Benz Mexico, S. de R.L. de C.V. Meksika Ciudad de México
Mercedes-Benz Mitarbeiter-Fahrzeuge Almanya Stuttgart
Leasing GmbH

Mercedes-Benz Mobility (Thailand) Co., Ltd. Tayland Bangkok
Mercedes-Benz Mobility & Technology Service | Cin Beijing

(Beijing) Co., Ltd.

Mercedes-Benz Mobility AG Almanya Stuttgart
MERCEDES-BENZ MOBILITY AUSTRALIA PTY Avustralya Melbourne VIC
LTD

Mercedes-Benz Mobility Austria GmbH Avusturya Eugendorf
Mercedes-Benz Mobility Almanya Stuttgart
Beteiligungsgesellschaft mbH

Mercedes-Benz Mobility Korea Ltd. Guney Kore Seoul
MERCEDES-BENZ MOBILITY MEXICO, S. DE Meksika Ciudad de México
R.L. DE C.V.

Mercedes-Benz Mobility Services GmbH Almanya Stuttgart
Mercedes-Benz Nederland B.V. Hollanda Nieuwegein
Mercedes-Benz Nederland Holding B.V. Hollanda Utrecht
Mercedes-Benz New Zealand Ltd Yeni Zelanda Auckland

Sdn. Bhd.

Mercedes-Benz North America Corporation ABD Farmington Hills MI
Mercedes-Benz North America Finance LLC ABD Farmington Hills MI
Mercedes-Benz Osterreich GmbH Avusturya Eugendorf
Mercedes-Benz Otomotiv Ticaret ve Hizmetler | Turkiye Istanbul

AS.

Mercedes-Benz Parts Brand GmbH Almanya Stuttgart
Mercedes-Benz Parts Logistics Asia Pacific Malezya Puchong




AB Veri Koruma Yonetmeligi

Ek 3: AB Veri Koruma Yonetmeligine bagli grup sirketlerinin listesi

Mercedes-Benz Parts Logistics Ibérica, S.L.U. ispanya Azuqueca de Henares
Mercedes-Benz Parts Logistics UK Limited Birlesik Krallik Milton Keynes
Mercedes-Benz Parts Manufacturing & Cin Shanghai
Services Ltd.

Mercedes-Benz Pensionsfonds AG Almanya Stuttgart
Mercedes-Benz Polska Sp. z 0.0. Polonya Warsaw
Mercedes-Benz Portugal, S.A. Portekiz Sintra
Mercedes-Benz Purchasing Coordination ABD Vance AL
Corporation

Mercedes-Benz Real Estate GmbH Almanya Berlin
Mercedes-Benz Reinsurance S.A. Luxembourg | Liksemburg Luxemburg
Mercedes-Benz Renting, S.A. ispanya Alcobendas
Mercedes-Benz Research & Development ABD Sunnyvale
North America, Inc.

Mercedes-Benz Research & Development Tel | Israil Tel-Aviv

Aviv Ltd.

Mercedes-Benz Research and Development Hindistan Bengaluru
India Private Limited

Mercedes-Benz Retail Group UK Limited Birlesik Krallik Milton Keynes
Mercedes-Benz Retail Receivables LLC ABD Farmington Hills MI
Mercedes-Benz Romania S.R.L. Romanya Bukarest
Mercedes-Benz Schweiz AG Isvicre Schlieren
Mercedes-Benz Second Life Solutions LLC ABD Vance
Mercedes-Benz Service Leasing S.R.L. Romanya Bukarest
Mercedes-Benz Services Correduria de ispanya Alcobendas
Seguros, S.A.

Mercedes-Benz Services Malaysia Sdn Bhd Malezya Selangor
Mercedes-Benz Sigorta Aracilik Hizmetleri A.S. | Turkiye Istanbul
Mercedes-Benz Singapore Pte. Ltd. Singapur Singapore
Mercedes-Benz Slovakia s.r.o. Slovakya Bratislava
Mercedes-Benz South Africa Ltd GUney Afrika Pretoria
Mercedes-Benz Sverige AB fsveg Malmo
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Mercedes-Benz Taiwan Ltd. Tayvan Taipei
Mercedes-Benz Tech Innovation GmbH Almanya Ulm
Mercedes-Benz Trust Holdings LLC ABD Farmington Hills MI
Mercedes-Benz Trust Leasing Conduit LLC ABD Farmington Hills MI
Mercedes-Benz Trust Leasing LLC ABD Farmington Hills MI
Mercedes-Benz U.S. International, Inc. ABD Tuscaloosa AL
Mercedes-Benz Ubezpieczenia Sp. z 0.0. Polonya Warsaw
Mercedes-Benz UK Limited Birlesik Krallik Milton Keynes
Mercedes-Benz UK Share Trustee Ltd. Birlesik Krallik Milton Keynes
Mercedes-Benz UK Trustees Limited Birlesik Krallik Milton Keynes
Mercedes-Benz Unterstitzungskasse GmbH Almanya Stuttgart
Mercedes-Benz USA, LLC ABD Sandy Springs GA
Mercedes-Benz Used Parts & Services GmbH Almanya Neuhausen a.d.F.
Mercedes-Benz Vans Hong Kong Limited Hongkong Xianggang
Mercedes-Benz Vans UK Limited Birlesik Krallik Milton Keynes
Mercedes-Benz Vans, LLC ABD Ladson SC
Mercedes-Benz Venezuela S.A. Venezuela Valencia
Mercedes-Benz Vermdgens- und Almanya Stuttgart
Beteiligungsgesellschaft mbH

Mercedes-Benz Versicherung AG Almanya Stuttgart
Mercedes-Benz Versicherungsservice GmbH Almanya Berlin
Mercedes-Benz Verwaltungsgesellschaft fir Almanya Schonefeld
Grundbesitz mbH

Mercedes-Benz Vietnam Ltd. Vietnam Ho Chi Minh City
Mercedes-Benz Wholesale Receivables LLC ABD Farmington Hills MI
Mercedes-Benz.io GmbH Almanya Stuttgart
Mercedes-Benz.io Portugal Unipessoal Lda. Portekiz Lisbon

Montajes y Estampaciones Metalicas, S.L. ispanya Esparraguera
Movinx Americas Company, Inc. ABD Schaumburg
Movinx GmbH Almanya Berlin
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Movinx UK Ltd. Birlesik Krallik

Multifleet G.I.LE Fransa Le Bourget
NAG Nationale Automobil-Gesellschaft Almanya Stuttgart
Aktiengesellschaft

Porcher & Meffert Grundstlcksgesellschaft Almanya Schonefeld
mbH & Co. Stuttgart OHG

PT Mercedes-Benz Consulting Services Endonezya Bogor
Indonesia

Silver Arrow Canada GP Inc. Kanada Mississauga ON
Silver Arrow Canada LP Kanada Mississauga ON
Star Assembly SRL Romanya Sebes

Star Transmission srl Romanya Cugir
STARCAM s.r.o. Cek Cumhuriyeti Most
STARKOM, proizvodnja in trgovina d.o.o. Slovenya Maribor
Ucafleet S.A.S Fransa Le Bourget
Wagenplan B.V. Hollanda Almere

YASA Limited Birlesik Krallik Kidlington
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